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**PESQUISA BIBLIGRÁFICA**

FATO:

Recentemente, ondas de ataques cibernéticos nos quais, crackers se utilizam das vulnerabilidades para obtenção do acesso as informações de empresas e órgãos governamentais, tem sido destaque nas empresas de segurança para saber de que forma os atacantes exploraram os sistemas.

TEMA:

Problemas de proteção de informação na internet enfrentados em empresas e órgãos governamentais para proteção de suas informações.

PERGUNTA:

Quais são os principais problemas enfrentados em empresas e órgãos governamentais com relação a segurança de suas informações na internet?

Em vista das novas formas de comunicação e armazenamento, muitas empresas e órgãos públicos acabaram se adaptando às novas tecnologias e assim, otimizaram seus serviços e processos. Porém, uma questão muitas vezes desvalorizada por essas corporações é a da segurança. Com isso, vulnerabilidades nos sistemas podem acarretar em ataques maliciosos, podendo comprometer os pilares da segurança da informação, o vazamento de dados, prejuízos financeiros, roubos, deturpação das informações e até mesmo a paralização dos serviços oferecidos (PINHEIRO 2007).

Vários são os motivos que colocam em risco os sistemas. Para empresas privadas, que necessitam assegurar as informações para garantir lucros e sobrevivência do negócio (RIOS; TEIXEIRA FILHO; RIOS, 2017), a falta de incentivos econômicos é considerada um dos principais agravantes (CORTEZ; KUBOTA ,2013). Além da deficiência na escolha de sistemas mais seguros, como explica Pinheiro:

Atualmente, na quase totalidade dos casos, os sistemas de informação são escolhidos segundo as funcionalidades oferecidas e o investimento inicial, em detrimento da robustez, maturidade e do retorno do investimento a longo prazo ou benefícios indiretos (PINHEIRO, 2007 p.12).

Comitê Gestor de Informática (2009), 71,6% empresas reportaram ter encontrado algum tipo de problema relacionado a segurança da informação.

Já nos órgãos públicos, os quais devem proteger a informação, pelo direito do cidadão (RIOS; TEIXEIRA FILHO; RIOS, 2017), apesar de existir modelos para manter e melhorar a segurança como as normas ABNT da família ISO/IEC 2700 (SFREDDO; FLORES, 2012), ainda existem lacunas na parte administrativa das corporações para a adesão ou a prática destas (GUIMARÃES; SOUZA NETO; LYRA, 2018). Como ocorre, nas instituições federais de ensino superior, cada polo tem suas regras de conduta sendo responsável pela segurança da informação e comunicação. Assim, muitas acabam deixando algumas questões de lado Rios et al (2017), 51% das instituições adotaram totalmente a política de segurança da informação e 15%, parcialmente.

Ou seja, 34% das instituições pesquisadas não possuíam uma Política de Segurança da informação e Comunicação – PoSIC. Ademais, com a normatização e obrigatoriedade da divulgação de dados e informações de interesses públicos como na Leis de Acesso à Informação, para garantir a publicidade, aumentou imensamente o número de dados expostos na rede. Apesar de beneficiar o cidadão, muitas vezes o tratamento de dados não segue um padrão e muitas informações confidencias como a de agentes públicos, são expostas (SANCHES et al 2016).

Além dos problemas citados, que diferem das esferas públicas e privadas, existe um problema geral. O despreparo ou a má conduta de quem opera o sistema (WORKMAN; BOMMER; STRAUB, 2008). Para Furnell e Thomson (2009), um dos problemas mais comuns na segurança da informação é o comportamento e ação dos funcionários, que por vezes são vistos como obstáculos da segurança.

Por isso, é importante moldar as crenças, valores, habilidades e mentalidade de quem trabalha na mesma. Segundo o Comitê Gestor de Informática (2009), ao analisar empresas que sofreram ataques cibernéticos, houve uma relação positiva entre o número de funcionários que obtinham acesso a rede de internet com os problemas de segurança.Por isso, o treinamento é essencial para as corporações, principalmente para evitar ataques já conhecidos e usualmente relatados como é o caso da engenharia social, no qual o atacante se utiliza da confiança e manipulação do contratado como meio para fraudar ou adquirir informações restritas (COELHO; RASMA; MORALES; 2013).

Fernandes e Souza (2016), 45 servidores públicos, mostraram que o despreparo e erros cometidos são elevados. Cerca de 60% dos entrevistados precisavam enviar informações sigilosas por e-mail, 69% permitiram o acesso remoto do computador e mais da metade não estava ciente de quem o acessava, além do mais, 47% confia muito ou totalmente em outros.

Com o que foi exposto, observa-se que tanto no setor público como privado, a segurança com a informação ainda é duvidosa. E as principais causas que levam aos problemas citados durante a pesquisa são a falta de interesse, tratamento inadequado dos dados e motivos financeiros na administração pública e privada respectivamente.
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